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OF CENTRAL INTELLIGENCE ON S. 13546

BEFORE THE SUBCOMMITTEE ON INTELLIGENCE AND RIGHTS OF AMERICANS
SENATE SELECT COMMITTEE ON INTELLIGENCE

Mr. Chairman and members of this Subcommittee:

I welcome this opportunity to testify concerning S.1566, the Foreign
Intelligence Surveillance Act of 1977. I have previously indicated my support
for this important legislation in a prepared statement I presented in June to a
subcommittee of the Senate Judiciary Committee. At this time I would like to
resubmit that statement, with one change noted on page 2, and add a few remarks
concerning issues that you identified, Mr. Chairman, in your letter of 1 July
inviting me to appear at this hearing, as being of specizl interest and concern .
to the Subcommittee. One of those issues has to do with the provisions in the
bill covering the certifications that must be made by executive branch officials
in support of warrant applications. The other has to de with the appropriatenéss
of amending the bill so as to bring within its coverage electronic surveillance
directed at U. S. persons abroad.

First, as to the certification process, I would expect to be among those
officials appointed by the President to make the determinations called for by
the bill, regarding the purpose and other aspects of a2 requested surveillance.

Assuming my designation as a certifying authority, I would expect to carry out
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my responsibilities in much the same way thzt I do today in the absence of
legislation.

As matters now stand, I chair an interagency panzl that reviews certain
requests to undertake electronic surveillance against foreign intelligence
targets. Representatives of the Secretaries of State and Defense serve as the
other members of that panel. Surveillance requests are considered at panel
meetings attended by the members and other intelligencs community officials.
In each case the requests are supported by memoranda that justify the opera-
tions in terms of standards that closely resemble the targeting standards set
forth in S. 1566. In no case is any request approved except after consideration
at a meeting of the panel and except after review of the justification memorandum.
During my term of office there has been no occasion in which approval was
given to all requests considered at any one time, 2 point I make to indicate that
the process is careful and selective. Approved requests are forwarded to the
National Security Adviser to the President, and those that receive his endorse-
ment are in turn forwarded by him to the Atitorney General for review and
final approval. Each final approval is valid for only 90 days, and consequently
the entire review process is repeated at 90-cday intervals with respect to each
surveillance activity requested for renewal.

Should S. 1566 become law I can assure the Committee that I would
continue to devote my personal attention to matters within my authority as
a certifying official, and I envision that I woulcd base my certifications on

review and approval procedures akin to those that are already in use.
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Second, as to the idea of broadening the provisions of the bill so as to make
them applicable to electronic surveillance activities conducted abroad, 1
believe that such é step would be inappropriate and unwise. In my view the
circumstances that are relevant to the gathering of foreign intelligence and
countevrintelligence information abroad, including the acquisition of such infor-
mation by means of electronic surveillance, are materially difierent from the
circumstances surrounding such activities when conducted in the United States.
A critical difference is that activities conducted abroad are heavily dependent
on the cooperation of foreign governments and foreign intelligence services,
and any enlargement of the scope of the bill to cover such activities could have
far-reaching consequences in our relationships with those foreign governrﬁxents
and intelligence services.

In its present form the bill deals comprehensively with a large and complex
subject, namely all types of electronic surveillance carried on in the United States
that are not already regulated by other legislation. Electronic surveillance
abroad is another large aﬁd complex subject in itself, and I believe it should be
left to separate legislation, which as you know this Administration is now

engaged in drafting.
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Statement of Admiral Stansiield Turner, Directo*: of Central Intelligence,
At Hearings Before the Subcommittee on Criminal Laws and Procedures
of the Judiciary Committee of the Senate on the Foreign Intelligence
Surveillance Act of 1977 (5. 1555)

14 June 1977
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Mxr. Chairman:

Thank you, Mr. Chairman and members of this subcommittes, for your
invitation to appear and express my views on 5. 1555, the proposed legislation

which deals with electronic surveillance under rtzXen in the United States to
obtain foreign intelligence. I have a brief steiement that I would like to
present and I will ’chen be happy to expand on any parficular aspect of my
statement or to respond to any other question which ma‘; bz of interest to

. the subcommittee.

I support the proposed legislation. I support it baczuse I believe it
strikes a fair balance between intelligence nesds and privacy interests,
both of which are critically important. .I support it as weall because I believe
it will place the activities with which it deals on 2 solicd anc rélia’ole legal
footing, 2nd thus hopefully bring an end to the uncertainty about the limits

of legitimate authority with respect to these activities, 2nd about how, by

-

~whom, and under what circumstances that authority car rightfully be exercised.

I favor the proposed legislation for additional rezsons, not the least of which
is my view that its enactment will help to rebuilc public confidence in the
national intelligence collection effort and in ihe zgencies of Covernment
principally engaged in that effort.

Electronic surveillance is of course a2n intrusive technique, involving
as it does the interception of nor; -public communicziions. At the same timeitis

a necessary technique, and in my opinion a2 cropsr one, so far as concerns

the gathering of foreign intelligence and cournterinteliizence within the
D
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United States.  The fundamental issue thereforz, zs I sz= it, is how to regulate
the use of electronic surveillance so as to s2fezuard 2 abuse and over-
reaching without crippling the ability to a ccuire informztion that is vital
to the formulation and condﬁct of foreign policy and to the national defense and
the protection of the national security. In pzrithztis = legal issue. In
larger part, however, the question is pglitid#// one of policy.

As matters now stand, electronic surveiilance in the field of foreign

intelligence is carried out without judicial warrant, undsr a written

delegation of authority from the President and pursuent to procedures

all surveillance requests must be submitted to the Attornzy General. No
surveillance may be undertaken without the priox approval of the Attorney
General, or the Acting Attorney General, baszd on his dstermination that

the request satisfies specific criteria relating o the guzlity of the information

sought to be obtained, the means of acquisiticn, 2nd the character of the
target as a foreign power or agent of a foreign power. These criteria closely

resemble the standards that would apply, by force of siztute, were the pro-

posed legislation to be enacted. Indeed, to the extent ! have knowledge of

conducted for foreign intelligence purposes under circumstances that would

-

not justify the issuance of a judicial warrant were S. 1345 to become law,

barring any significant amendments.

2
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information, and I have a responsibility to prz-

ent the w

2s by which itis

fe Al

-

might cost in terms of lost intelligence or reduced s

entof S. 1566
ecurity. Based on my
aveful review of the bill, I cannot say to you Ja

tly that

there will not be

3

Approved For Release 2007/09/05 : CIA-RDP99-00498R000300020012-7




/ ' P
Approved For Release 2007/09/05 : CIA-RDP99-00498R000300020012-7

such costs. It is possible, for example, that the bill's d<finitions cf foreign

intelligence information will prove to be too nzrrow, or «ill he too narrowly
construed, to permit the acquisition of genuinely signifizent commuricatisns,

It is likewise possible that justified warrant applications wi

or that the application papers will be mishandled and compromised. These

possibilities are difficult to measure, but they are risks. In the end, however,
I think they are rlsks worth taking. The fact of the maitar is that we are-
already' paying a price, equally difficult to measurs but nonetheless real,

in terms of public suspicions and perceptlon:. that surround the present

arrangements. A release .from these burdens of mistrustis itsslf a cons::eratlon
that argues in favor of the bill. In addition, as I read the bill, specifically
sections 2523(c) énd 2525(b), the Director of Central Intzlligence wil.l have
a role in detérmining the security procedures that will zpply to the warrant
application papers and the records of any resulting surveillance, and that
is a responsibility to which I intend to devote serious 2tiention.

As the subcommittee knows, much of the information that is likely to
be obtained from electronic survelllance covered b" this bili will not relzte,
even incidentally, to U.S. persons, with whose privacy rights the bill is

specially concerned. Even so, an assurance that 21l such activity within

the United States is conducted lawfully, under rigid contols, and with
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full accountability for the action taken, whether or not it impinges in any
way on the communications of U.S. persons, would be z major step forward,
and in my estimation this bill will provide that zssurance.

In sum, I regard the proposed legislatior as desirzble 2
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carly consideration and adoption.
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